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What Is Compliance?

ÅCompliancemeansobeyingthe rulesandregulationsoutlined by AHIPolicy,by the New
York State Department of Health (NYSDOH)& Office of Medicaid Inspector General
(OMIG)

ÅAn obligation to create a comprehensiveComplianceProgramthat encompassesthe
New YorkSocialServicesLawSection363-d (SSL363-d) Title 18 of the New YorkCodes
RulesandRegulationsat Part521(Part521).

ÅRequiredby OMIGof providersthat:

ï Aresubjectto PublicHealthLawA. 28/ 36or Mental HygieneLawA. 16/ A.31; or

ï Claim,order,bill, or receivemore than $500,000/ 12monthsfrom Medicaid;

ÅRequiredby AHIPPSaspart of yourparticipationin DSRIP



3

Why is Compliance Important?

ÅFederalandstategovernmentshavecreateda vast numberof laws and regulations
that governthe businesspracticesof healthcareorganizations; includingthe actions
of their management,staff,andcontractors.

ÅThe goal of these laws and regulationsis to prevent fraud, waste and abuseand
therebyprotect consumersandgovernmenthealth careprograms.

ÅFailure to comply with applicable laws and regulations may result in civil and
criminal liability of both the partner organization and the individual acting in
noncompliance.
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Regulatory Compliance
The Centers for Medicare and Medicaid Services (CMS) requires a comprehensive plan to detect, 
prevent, and correct fraud, waste, and abuse (FWA) in the Medicare program. An element of the 
plan includes effectivefraud, waste, and abuse training and education.

New York Compliance Program Requirements
} Condition of receiving Medicaid payments
} Annual certification that compliance program requirements 

have been met
} Required elements of an effective compliance program:

1) Written Policies and Procedures(Compliance Plan and Code of Conduct - includes measures 
to detect, correct and prevent fraud, waste and abuse)

2) Designate Employee Vested with Responsibility (Establishment of Audit & Compliance 
Committee and a Regional Compliance Workgroup)

3) Training and Education(New hire orientation, Annual in-service, Response to compliance risk 
areas, Response to changes in regulations)

4) Communication Lines to the Responsible Compliance Position
5) Disciplinary Policies to Encourage Good Faith Participation (Enforcement of Standards)
6) System for Routine Identification of Compliance Risk Areas (Procedures for Internal 

Monitoring and Auditing)
7) System for Responding to Compliance Issues (Prompt response to detected offenses)
8) Policy of Non-Intimidation and Non-Retaliation
9) HIPAA (Privacy & Security)
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Laws and Regulations Related to Fraud, Waste, and Abuse

CriminalHealthCareFraudStatute~ Statute: 18U.S.C. §§ 1347, 1349

TheFalseClaimsAct ~ Statute: 31U.S.C. §§ 3729ς3733

The Anti-KickbackStatute ~ Statute: 42 U.S.C. § 1320aς7b(b), SafeHarbor Regulations: 42
C.F.R. § 1001.952

The PhysicianSelf-Referral Law ~ Statute: 42 U.S.C. § 1395nn, Regulations: 42 C.F.R. §§

411.350ς.389

The ExclusionAuthorities ~ Statutes: 42 U.S.C. §§ 1320aς7, 1320cς5, Regulations: 42 C.F.R.
pts. 1001(OIG)and1002(Stateagencies)

TheCivil Monetary PenaltiesLaw ~ Statute: 42 U.S.C. § 1320aς7a, Regulations: 42 C.F.R. pt.
1003

Formoreinformationon theselaws,pleasevisit: http://oig .hhs.gov/fraud/PhysicianEducation/01laws.asp
ToreviewOIGenforcementactions,pleasevisit: http://oig .hhs.gov/fraud/enforcementactions.asp
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Criminal Health Care Fraud Statute

Å Prohibitsknowinglyand willfully executing,or attempting to execute,a schemeor
artifice in connectionwith the deliveryof or paymentfor healthcarebenefits,items,
or servicesto either:

- Defraudanyhealthcarebenefit program

- Obtain (by meansof falseor fraudulent pretenses,representations,or promises) any of
the moneyor propertyownedby,or underthe control of, anyhealthcarebenefit program

Example: Severaldoctors and clinics conspirein a coordinatedschemeto defraud Medicare by
submittingclaimsfor powerwheelchairsthat werenot medicallynecessary.

*Penaltiesfor violating the CriminalHealthCareFraudStatutemayincludefines,imprisonment,or both.
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False Claims Act (31 U.S.C. § 3729-3733)
TheFalseClaimsAct (FCA)imposescivil liabilitieson organizationsand individualsthat knowinglymakefalseclaimsfor payment
to the government,includingfor health careprogramssuchasMedicareor Medicaid. TheFCAappliesto hospitals,providers,
beneficiaries,and health plansdoingbusinesswith the federalgovernmentaswell asbilling companies,contractors,and other
personsor entitiesconnectedwith the submissionof claimsto the government.

Prohibits:

Å Presenting a false claim for payment or approval; 
Å Making or using a false record or statement in support of a false claim;
Å Conspiring to violate the False Claims Act; 
Å Falsely certifying the type/amount of property to be used by the Government; 
Å /ŜǊǘƛŦȅƛƴƎ ǊŜŎŜƛǇǘ ƻŦ ǇǊƻǇŜǊǘȅ ǿƛǘƘƻǳǘ ƪƴƻǿƛƴƎ ƛŦ ƛǘΩǎ ǘǊǳŜΤ 
Å Buying property from an unauthorized Government officer; and 
Å Knowingly concealing or knowingly and improperly avoiding or decreasing an 

obligation to pay the Government.
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False Claims Act (Penalties)

Å Anyonewho violatesthe FCAis liable for civil penalty of not lessthan $10,781 and not more
than $21,563 per claim (eff 8/1/16), plus three times the amount of the damages the
governmentsustains. Thegovernmentmayalsoplaceviolatorson EXCLUSIONSLISTS.

Å Intentional submissionof a falseclaim is subjectto federalcriminal enforcementand may also
be liable to the United Statesgovernmentfor the costsof civil action brought to recoverany
penaltiesor damages.

Å Thegovernmentreliesheavilyon the federaland state FCAto prosecutebilling fraud. TheFCA
authorizesqui tam actions(1) the ability to sue, on behalfof the government,personsor entities
who knowinglyhavepresentedthe governmentwith falseor fraudulent claims; and awardsto
qui tam plaintiffs (2) a sharein anyproceedsultimately recoveredasa resultof the suit.

**The FCA includes provisions to discourage employers from retaliating against employees for initiating qui tam lawsuits. 
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False Claims Act (NY) NYS SSL § 145-b
TheNewYorkFalseClaimsAct is triggeredby claimsfor paymentsubmittedto the stateand its agencies. TheNew
YorkFalseClaimsAct isverysimilarto the FederalFCAin termsof the typesof actsthat giveriseto liability.

ÅNY State makes it unlawful to knowingly make a false statement or representation to attempt to obtain
Medicaidpaymentsfor servicesor suppliesfurnishedunder the NewYorkStateMedicalAssistanceProgram.

ÅUnderNYStatePenalLawit is a crimeto commitάƘŜŀƭǘƘcarefraudέ.

ÅCivil Prosecutionand Penalties: $6,000-$12,000 per claim and recoverabledamagesbetween two and three
times the valueof the amount falselyreceived.

TheOfficeof InspectorDŜƴŜǊŀƭΩǎself-disclosureprotocolallowsprovidersto conducttheir own investigations,
take appropriatecorrectivemeasures,calculatedamagesand submit the findingsthat involvemore serious
problemsthan just simpleerrorsto the agency.

AHI/AHIPPSand eachof its workforce memberswill fully complywith the FalseClaimsAct, whistle blower
statutes, and all reporting procedures. Any AHI workforce member found to be in violation of the False
ClaimsAct will facesanctionsup-to termination of employment,affiliation, or contract with AHI/AHIPPS,in
accordancewith generalAHIdisciplinarypolicies.
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Employee Whistleblower Protections (41 U.S.C. 4712)

Å Individualswho report problemsor concernsin good faith will be protected from retaliation,
retribution or harassment.

Å Employeeswho engagein retribution, harassmentor anyother type of retaliatoryactionwill be
subjectto disciplinaryactionup to andincludingterminationof employment.

Å An employee who believes that he or she has been discharged,demoted, or otherwise
discriminatedagainstcontrary to whistleblowerprotectionsmay submit a complaintwith the
InspectorGeneralof the agencyconcerned.

Å Proceduresfor submitting fraud, waste, abuse,and whistleblower complaintsare generally
accessibleon agencyOfficeof InspectorGeneralHotlineor WhistleblowerInternet sites.
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NYS Protections

Å New York Labor Law §741: an employermay not take retaliatory action
againstan employeewho disclosedinformation about their employerto a
regulatoryagency.

Å New York Labor Law §740: Protected disclosuresare those that an
employeris in violationof a law that mayconstitutefraud underPenalLaw
§177. Personhasknowledgeof falseclaimactivity.

Å Provide protection to qui tam (private individuals) who are discharged,
demoted,suspended,harassedor anyother mannerdiscriminatedagainst
in the termsandconditionsof their employment.
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Anti-Kickback Statute (AKS)

Makes it a crime to knowingly and willfully offer, pay, solicit, or receive any
remunerationdirectly or indirectly to induce or reward referrals of items or services
reimbursableby a Federalhealthcareprogram.

Example: A provider receivescash or below fair market value rent for medical office spacein
exchangefor referrals.

*Penalties: Civilpenaltiesmay includepenaltiesof up to $73,588(in 2016) per kickbackplus three times the
amount of the kickback. Criminalpenaltiesmayincludefines,imprisonment,or both.

(If certain typesof arrangementssatisfyregulatorySafeHarbors,they maynot violate the AKS.)
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Stark Law

Prohibits a physicianfrom making a referral for certain DesignatedHealth Services
payableby Medicareor Medicaidto an entity in which the physician(or an immediate
family member)hasan ownership/investmentinterest or with which he or she hasa
compensationarrangement,unlessanExceptionapplies.

Example: A providerrefersa beneficiaryfor a designatedhealth serviceto a businessin which the
providerhasan investmentinterest.

*Penaltiesfor physicianswho violate the StarkLawmay includefines,penaltiesup to $23,863(in 2016) for
eachservice,repaymentof claims,andpotential exclusionfrom all Federalhealth careprograms.
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Exclusions

ÅExcludedprovidersmaynot participatein Federalor Statehealthcareprogramsfor a
designatedperiod.

ÅAn excludedprovider may not bill these health care programs(including,but not
limited to, Medicare & Medicaid) for services he or she orders or performs.
Additionally,an employeror a grouppracticemaynot bill for an excludedǇǊƻǾƛŘŜǊΩǎ
services.

ÅAt the end of an exclusionperiod, an excludedprovider must seekreinstatement;
reinstatementisnot automatic.

ÅThe OIG maintains a list of excluded parties called the List of Excluded
Individuals/Entities(LEIE)and OMIGmaintainsthe List of Restrictedand Excluded
Providers. AHI checks these databases,among others, prior to hire and on a
continuousbasisto ensure that providers,employees,and others associatedwith
AHI/AHIPPSarenot excludedfrom programparticipation.
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Exclusions (cont.)
ÅOIGmustexcludeanyprovidersandsuppliersconvictedof anyof the following:

ï Medicarefraudandanyother offensesrelatedto the deliveryof itemsor servicesunderMedicare

ï Patientabuseor neglect

ï Felonyconvictionsfor other healthcare-relatedfraud, theft, or other financialmisconduct

ï Felony convictions for unlawful manufacture, distribution, prescription, or dispensingof controlled
substances

ÅOIGalsohasdiscretionexcludeon other grounds,including:

ï Misdemeanor convictions related to health care fraud other than Medicare or Medicaid fraud, or
misdemeanorconvictions in connection with the unlawful manufacture,distribution, prescription, or
dispensingof controlledsubstances

ï Suspension,revocation, or surrender of a license to provide health care for reasons bearing on
professionalcompetence,professionalperformance,or financialintegrity

ï Providingunnecessaryor substandardservices; submittingfalseor fraudulentclaims

ï Engagingin unlawfulkickbackarrangements

ï Defaultingon healtheducationloanor scholarshipobligations
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HIPAA Privacy and Security

PrivacyςProtectionfor the privacyof
ProtectedHealthInformation

ωProtected Health Information (PHI)
is individually identifiable health
information which may either be
verbalor written. It canbe a past,a
present or a future physical or
mentalhealthcondition.

SecurityςProtectionfor the securityof electronic
ProtectedHealthInformation(e-PHI)

ωElectronicProtectedHealthInformation

ω(e-PHI) is computer-based patient health
information that is used, created, stored,
received or transmitted using any type of
electronicinformationresource.

Emphasizing the Importance of Protecting Patient Information 
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ÅIdentity Theft

Stealing Personally Identifiable Data

Purpose ςEnable Stealing $$$ via Identity Fraud

ÅPrivacy Breach

Learning Embarrassing Personal Information

Purpose is Rarely $$$

Purpose ςEnable Ridicule or Blackmail

Difference Identity Theft vs Privacy Breach
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Insiders, Not Outsiders, Accounted For:

Å71%of Customer Records Compromised or Stolen

Å63%of Employee Records Compromised or Stolen

How does this happen??

ÅSnooping, Theft, Phishing/Hacking (a hacker steals credentials of 

ŜƳǇƭƻȅŜŜǎύΣ ŀƴŘ άǎŜƭƭƛƴƎέ ƛƴŦƻ

"Organizations who have good insider threat and data protection programs will be around in 10 years, and 

those that don't -- won'tò   - Patrick Reidy - FBI Chief Information Security Officer

Problem ςINSIDERIdentity Theft/Privacy Breach
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Data Theft Federal Legislation

ÅRecent legislation cases affect class action suits, fines and penalties for privacy 
breaches and identity data thefts by insiders.

ÅClass Action by Customers/Patients/Clients:
o $3 million settlement in FL even though NO Proof of Harm.
o ²± {ǳǇǊŜƳŜ /ƻǳǊǘ hYΩǎ ǎǳƛǘ ǿƛǘƘ NO Proof of Injury.
o $4 Billion cuit of CA health care firm would have gone to trial if 
άproof unauthorized person accessed stolen material.έ

ÅFTC Now Involved:
o US Court of Appeals for 3rd Circuit on 8/24/15 AFFIRMED FTCJurisdiction on Data Theft

Å Health care will face BOTHHHSandFTCover single loss

o Settled with Health Care Firm, citing:
άbƻǘ ǳǎƛƴƎ ǊŜŀŘƛƭȅ-ŀǾŀƛƭŀōƭŜ ƳŜŀǎǳǊŜǎ ǘƻ ǇǊŜǾŜƴǘ ŀƴŘ ŘŜǘŜŎǘ ǳƴŀǳǘƘƻǊƛȊŜŘ ŀŎŎŜǎǎ ǘƻ ǇŜǊǎƻƴŀƭ ƛƴŦƻǊƳŀǘƛƻƴΦέ
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ÅOrganizationsstoremore Identity Data

ÅMore EmployeesNeed/GivenAccessto Identity Data

ÅIdentity DataisMore ValuablethanCreditCardData

- MedicalRecord= $50.00

- CreditCard=$1.50

ÅFraudUsingStolenIdentity DataisLucrative

- StolenIdentity RefundFraud(SIRF)=$21Billion2012-2017

-$2.1 Million for a SingleTaxRefund
-34%of all ReportedIdentity Fraud

- CreditCard(17%), Bank(8%), Loan(4%)

Why is Identity Theft Growing??
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HIPAAPrivacy ~ a set of national standards for the use and disclosureof

individuallyidentifiablehealthinformationor PHI

ü Noticeof PrivacyPracticesςrequired to provideat initial appointment/visit,post in a public location,and make
availableuponrequest.

ü IndividualRightsunderthe PrivacyRule

Á Noticeof PrivacyPractices

Á Accessto HealthInformation

Á Rightto Amendmentof PHI

Á Rightto RequestRestrictions

Á Rightto RequestConfidentialCommunications

Á Rightto RequestanAccountingof Disclosures

Á Right to file a Complaintwith the Privacy[Compliance]Officer as well as USDept. of HHSregardingAHI

privacypracticesor concernswith breachof confidentiality
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HIPAA Security Safeguards
1. Administrativesafeguards

Å Securitymanagement

Å Stafftraining

Å Informationaccessmanagement

Å Contingencyplanfor emergencies

2. Physicalsafeguards

Å Facilityaccesscontrolssuchaslocksandalarms

Å Workstationsecuritymeasures

Å Workstationusepolicies

3. Technicalsafeguards

Å Accesscontrolsto restrict accessto PHIby authorizedpersonnel

Å Audit controlsto monitor activity

Å Integritycontrolsto prevent improperalterationor destruction

Å Transmissionsecurity
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Examples of HIPAA Breach~  

Loss, theft, or other impermissible uses or disclosures of unsecured PHI

Å A documentis sent/emailed/faxedto the wrong individualwhich is openedby the
recipient; a documentis left on a printer.

Å AnExcelfile with PHIrecordsisemailedto the wrongperson.

Å Anemployeeaccidentallygivesa form to the wrongclient/patient.

Å Lostor stolenlaptops,smartphones,flashdrives,etcΧ

Å Losinga document,bill, or medicalrecordwith PHIon it.

Å Employeelooking (snooping)in a client/patient record ςnot related to direct
client/patient careor quality review.

Å Sharinginformation you learned about a client/patient ςnot related to direct
client/patient careor quality review.

Å Reviewingcensusinformation just to see who is in a program/admitted into a
facility.

Å Any record review not related to your job, direct client/patient care,or aspart of
quality review.

Breach- the acquisition,access,use,or disclosureof ProtectedHealth Information in a manner not permitted under
HIPAA,which compromisesthe securityor privacyof the protectedhealth information.
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Fines and Penalties for HIPAA Violations
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Å DeliverySystemReformIncentivePaymentprogram= DSRIP

Å DSRIṔs purpose is to fundamentally restructure the health care delivery system by
reinvestingin the Medicaidprogram,with the primary goalof reducingavoidablehospital
useby 25%over5 years.

Å DSRIPaims to restructure the health care delivery system through incentivizing and
investingin providercollaborations,alsoknownasperformingprovidersystems(PPS).

Å Up to $6.42 billion dollarsareallocatedto this programwith payoutsbaseduponachieving
predefinedresultsin systemtransformation,clinicalmanagementandpopulationhealth, in
accordancewith certain terms and conditions imposedby the Centersfor Medicareand
MedicaidServices(CMS).

Å EachPPSis requiredto commit to work on at least5, but no more than 11 projectsdefined
under the DSRIPprogram; eachPPSmust work with its Partnersto identify which Partners
will work on whichprojects.
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What is DSRIP?



Å PPSςThe entities that are responsiblefor creatingand implementinga DSRIPproject are called
άtŜǊŦƻǊƳƛƴƎProvider{ȅǎǘŜƳǎέor άtt{έ. PerformingProvider Systemsare providers that form a
networkbasedon contractualrelationshipsandcollaborateon a DSRIPProjectPlan.

Å PPSLeadςThe PPSLeadis a safety net provider that servesas the convenerof the performing
providersystem(PPS). ThePPSLeadis responsiblefor

ïOverseeingthe administrationandoperationof the PPSin accordancewith the PPSgovernance
structure

ïServingasthe recipientof fundsfrom NYS

ïDistributingfundsto the PPSpartnersin accordancewith participationagreementsand agreed-
uponfundsflow plans

Å PPSPartnerςThe PPSPartner is a provider or other entity that has entered into a participation
agreementwith the PPSLeadto perform certainservicesand collaboratewith a PPSin connection
with the DSRIPprogramand/or oneor moreDSRIPprojects.
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Who are the Players?



Å PPSComplianceOfficerςThe PPSComplianceOfficer is a PPSLeademployeewho has
beengivenresponsibilityfor the day-to-dayoperationof thett{Ωǎcomplianceprogram.

Å PPSRegionalComplianceWorkgroupςA workgroupmadeup of ComplianceProfessionals
from AHIandpartnerorganizations.

Å NYSOffice of the Medicaid InspectorGeneral(OMIG)ςTheOMIGis the leadNYSagency
responsiblefor improving and preservingthe integrity of the NYSMedicaid program by
conductingandcoordinatingfraud,waste,andabusecontrol activitiesfor all Stateagencies
responsible for services funded by Medicaid. The OMIG is empowered to conduct
compliancereviewsandauditsof Medicaidproviders,includingPPSPartnersandLeads.

Å DSRIPIndependentAssessorςTheIndependentAssessoris a DOHvendorresponsiblefor
ongoingmonitoringof performanceandreportingdeliverables.

Å Contractors/VendorsςIndividualsor companiesthat are not PPSPartnersbut that are
engagedby the PPSLead,or by a PPSPartner, to perform serviceson their behalf in
furtheranceof the DSRIPprogram.
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Who are the Players? (cont.)



ÅStatewide Health Information Network of New York (SHIN-NY) ςA 
άƴŜǘǿƻǊƪ ƻŦ ƴŜǘǿƻǊƪǎέ ƻǊ άƛƴŦƻǊƳŀǘƛƻƴ ǎǳǇŜǊƘƛƎƘǿŀȅέ ǘƘǊƻǳƎƘ ǿƘƛŎƘ 
health information can be exchanged between and among providers 
regionally or throughout NYS, including for DSRIP purposes.

ÅRegional Health Information Exchanges (RHIOs) -- Organizations that 
facilitate health information exchange through the SHIN-NY among 
participating providers within a geographic region of NYS.

ÅQualified Entities (QEs) ςRHIOs that have been certified by NYS as 
meeting certain specified criteria.
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Who are the Players?  (cont.)
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DSRIP Overview

ÅAll DSRIPfundswill be basedon performancelinked to achievement
of projectmilestones.

Å In order for your practice/agencyto receivethesespecialfunds,you
are requiredto collaborateto implementinnovativeprojectsfocusing
on system transformation, clinical improvement and population
healthimprovement.



ÅEstablishesa culture that promotesintegrity andethicalbehavior

ÅProvides assistance in complying with complex governmental
regulations, including those related to fraud, false claims, theft or
embezzlement,kickbacksor other violations

ÅIdentifies issues of concern and detects and prevents patterns of
improperconduct

ÅSafeguardspublic and private funds; helps control fraud, waste, and
abuse
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What is Corporate Compliance?



ÅIt is important that we track the DSRIP dollars to ensure that the 
money is not connected with fraudulent behavior/practices. 
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Why Do We Need A Compliance Program?



ÅThe Corporate Compliance Program applies to all Affected Individuals:

ïMembers of the Board

ïExecutives

ïMedical Staff

ïEmployees

ïVolunteers

ïStudents & Interns

ïVendors

ïAgents

ïIndependent Contractors
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Corporate Compliance Program Applicability



Å NYS Social Services Law §363-d,18 NYCRR Part 521 requires certain providers to annually certify, through the 
haLD ǿŜōǎƛǘŜ ǘƘŀǘ ǘƘŜȅ ƘŀǾŜ ŀƴ άŜŦŦŜŎǘƛǾŜέ ŎƻƳǇƭƛŀƴŎŜ ǇǊƻƎǊŀƳΦ

Å Required of providers that:
Å Are subject to Public Health Law A. 28 / 36 or Mental Hygiene Law A. 16 / A.31; or
Å Claim, order, bill, or receive more than $500,000 / 12 months from Medicaid

Å NYS requires compliance programs to cover the following areas:
Å Billing and payments, e.g., claimed performance payments under DSRIP
Å Quality of care and medical necessity determinations
Å Governance
Å Mandatory reporting
Å Credentialing process; and
Å Other risk areas identified, e.g., privacy, conflicts, antitrust

Not all PPS Partners are required to have their own compliance programs under NYS law, but all must comply with 
ǘƘŜ ǊŜǉǳƛǊŜƳŜƴǘǎ ƻŦ ǘƘŜƛǊ tt{Ωǎ ŎƻƳǇƭƛŀƴŎŜ ǇǊƻƎǊŀƳǎΦ {ƻƳŜ tt{ tŀǊǘƴŜǊǎ ǘƘŀǘ ǿŜǊŜ ƴƻǘ ǇǊŜǾƛƻǳǎƭȅ ǊŜǉǳƛǊŜŘ ǘƻ ƘŀǾŜ 
compliance programs under NYS law may become required to do so, by virtue of receipt of DSRIP payments that 
result in their meeting the $500,000 threshold. All partners mustreceive Compliance training as per Master 
Partnership Agreements and assigned by AHI Compliance Dept.  

35

General NYS Compliance Requirements for
Medicaid Providers, Including PPS Leads 



1. PPS Leads must have policies/procedures specifically relating to DSRIP issues.  These must identify how PPS Partners can 
communicate issues to the PPS Compliance Officer.

2. PPS Compliance Officer must be an employee of PPS Lead, reporting to senior leadership and providing reports to the 
governing body.

3. PPS Lead is responsible for compliance training. PPS [ŜŀŘ ŘƻŜǎƴΩǘ ƘŀǾŜ ǘƻ ǇǊƻǾƛŘŜ ǘǊŀƛƴƛƴƎ ƛǘǎŜƭŦ ǘƻ tŀǊǘƴŜǊǎΥ Ŏŀƴ ǇǊƻǾƛŘŜ 
materials, get confirmation that the Partners provided training.

4. PPS Lead must have established process of reporting compliance issues to Compliance Officer, including by an 
anonymous/confidential method.

5. PPS Lead needs disciplinary policies and procedures to encourage good faith participation in the PPS compliance program by all 
ŀŦŦŜŎǘŜŘ ƛƴŘƛǾƛŘǳŀƭǎΦ  ¢ƘŜǎŜ ǎƘƻǳƭŘ ōŜ ŎƻƳƳǳƴƛŎŀǘŜŘ ƛƴ ǘǊŀƛƴƛƴƎ ŀƴŘ tt{ [ŜŀŘǎ ǎƘƻǳƭŘ άǎǳǇǇƻǊǘ ƛƳǇƭŜƳŜƴǘŀǘƛƻƴΧǘƘǊƻǳƎƘƻǳǘ 
ǘƘŜ ώtt{ϐ ƴŜǘǿƻǊƪΦέ

6. The Lead must develop/implement system for routine identification of compliance risk areas specific to provider type.  Risk 
ŀǊŜŀǎ ƛƴŎƭǳŘŜ tt{ tŀǊǘƴŜǊǎΩ 5{wLt ǇŜǊŦƻǊƳŀƴŎŜΣ ǿƘƛŎƘ ǎƘƻǳƭŘ ōŜ ƳƻƴƛǘƻǊŜŘΦ

7. tt{ [ŜŀŘ Ƴǳǎǘ ƘŀǾŜ ǎȅǎǘŜƳ ŦƻǊ ǊŜǎǇƻƴŘƛƴƎ ǘƻ ŎƻƳǇƭƛŀƴŎŜ ƛǎǎǳŜǎ ƭƛƪŜ ǘƘŜ [ŜŀŘΩǎ ƛƴǘŜǊƴŀƭ ƳƛǎǳǎŜ ƻŦ 5{wLt ŦǳƴŘǎ ƻǊ ŀ tŀǊǘƴŜǊΩǎ 
false statements made to obtain funds.  There must be a system for corrective action. PPS Lead must work with Partners to 
support adherence to this requirement.

8. The Lead must have policy of non-intimidation and non-ǊŜǘŀƭƛŀǘƛƻƴΣ ǎǳǇǇƻǊǘ tŀǊǘƴŜǊǎΩ ŎƻƳǇƭƛŀƴŎŜ ǿƛǘƘ ǘƘƛǎ ǊŜǉǳƛǊŜƳŜƴǘ.
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The haLDΩǎ {ŜǇǘŜƳōŜǊ нлмр 5{wLt /ƻƳǇƭƛŀƴŎŜ DǳƛŘŀƴŎŜ: 

Elements of a DSRIP Compliance Program



Å άtt{ [ŜŀŘǎΧ ƳǳǎǘΧǘŀƪŜ ŀƭƭ ǊŜŀǎƻƴŀōƭŜ ǎǘŜǇǎ ǘƻ ŜƴǎǳǊŜ ǘƘŀǘ aŜŘƛŎŀƛŘ ŦǳƴŘǎ ŘƛǎǘǊƛōǳǘŜŘ ŀǎ ǇŀǊǘ ƻŦ ǘƘŜ 5{wLt 
program are not connected with fraud, waste or abuse.  It is reasonable for a PPS Lead to consider its [PPS 
tŀǊǘƴŜǊǎΩϐ ǇǊƻƎǊŀƳ ƛƴǘŜƎǊƛǘȅ ǎȅǎǘŜƳǎ ǿƘŜƴ ώŘƻƛƴƎ ǎƻϐΦέ

Å άtt{ [ŜŀŘǎ Ŏŀƴ ŦƻŎǳǎ ǘƘŜƛǊ ŎƻƳǇƭƛŀƴŎŜ ǇǊƻƎǊŀƳ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘǎ ƻƴ ǘƘƻǎŜ Ǌƛǎƪǎ ǎǇŜŎƛŦƛŎŀƭƭȅ ŀǎǎƻŎƛŀǘŜŘ ǿƛǘƘ ǘƘŜ 
ŎǳǊǊŜƴǘ ǇƘŀǎŜ ƻŦ ǘƘŜ 5{wLt ǇǊƻƎǊŀƳ ŀƴŘ ǇŀȅƳŜƴǘǎ ƳŀŘŜ ǇǳǊǎǳŀƴǘ ǘƻ ƛǘΦέ

Å άtt{ [ŜŀŘǎ ŀǊŜ ƴƻǘ ǊŜǎǇƻƴǎƛōƭŜ ŦƻǊ ƴŜǘǿƻǊƪ ǇǊƻǾƛŘŜǊǎΩ ƛƴŘƛǾƛŘǳŀƭ ŎƻƳǇƭƛŀƴŎŜ ǇǊƻƎǊŀƳǎ ǘƘŀǘ Ƴŀȅ ōŜ ǊŜǉǳƛǊŜŘ ƛƴ 
connection with their status as a serving provider.  Likewise PPS Leads cannot be responsible for how network 
ǇǊƻǾƛŘŜǊǎ ǳǎŜ ǘƘŜƛǊ ǊŜǎǇŜŎǘƛǾŜ 5{wLt ŘƛǎǘǊƛōǳǘƛƻƴǎΣ ōǳǘ tt{ [ŜŀŘǎ Ƴǳǎǘ ƘŀǾŜ ŀŘŜǉǳŀǘŜ ǇǊƻŎŜǎǎŜǎ ƛƴ ǇƭŀŎŜΧǘƻ ōŜ 
able to identify when network providers obtain DSRIP distributions in a way that is inconsistent with approved 
5{wLt ǇǊƻƧŜŎǘ ǇƭŀƴǎΦέ

Å Full text of the OMIG Guidance at 
https://www.omig.ny.gov/images/stories/compliance_alerts/20150901_DSRIP_CompGuidance_2015-
01_Rev.pdf.

37

Selections from September 2015 OMIG Guidance

https://www.omig.ny.gov/images/stories/compliance_alerts/20150901_DSRIP_CompGuidance_2015-01_Rev.pdf


Å PPS Leads are required to design a compliance program for the PPS consistent with NYS requirements that focuses on the 
compliance risks and concerns within the DSRIP program, including:

ÅPolicies and procedures that describe PPS compliance expectations
ÅDisciplinary policies and procedures  
ÅNon-intimidation and non-retaliation policies 
ÅProcess for reporting compliance issues to the PPS Compliance Officer 
ÅtǊƻŎŜǎǎ ŦƻǊ Ǌƛǎƪ ƛŘŜƴǘƛŦƛŎŀǘƛƻƴΣ ƛƴŎƭǳŘƛƴƎ ŀǳŘƛǘƛƴƎκƳƻƴƛǘƻǊƛƴƎ tt{ tŀǊǘƴŜǊǎΩ 5{wLt ǇŜǊŦƻǊƳŀƴŎŜ 
ÅSystem for responding to compliance issues
ÅTraining and education of all affected employees and certain others

Å PPS Partners are required to:
ï Participate in good faith in meeting the applicable metrics of the DSRIP program 
ï Implement training and education provided by the PPS Lead
ï Develop or maintain a compliance program where required under NYS law
ï Observe contractual and other compliance requirements as required by the PPS Lead and state law, regulation, and policy
ï If you suspect that quality indicators are being falsely reported to satisfy DSRIP requirements, report it.
ï If you suspect that a provider is falsifying documentation on their Medicaid patient, report it. 

*PPS [ŜŀŘǎ ŀǊŜ ƴƻǘ ǊŜǎǇƻƴǎƛōƭŜ ŦƻǊ tt{ tŀǊǘƴŜǊǎΩ ƴƻƴ-DSRIP compliance programs or activities.

See Article II and Article VIII of AHI Master Participation Agreement.
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Roles and responsibilities in DSRIP compliance



ÅPPS Leads must have policies/procedures specifically relating to DSRIP 
issues [Element 1.]

Å!IL tt{Ωǎ compliance policies and procedures can be found at: 
http://www.ahihealth.org/ahipps/ahi-pps-policies-procedures/

ÅAny questions about the policies and procedures should be directed to 
AHI PPS Compliance Department.
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PPS Compliance Policies and Procedures

http://www.ahihealth.org/ahipps/ahi-pps-policies-procedures/
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Code of Conduct / Conflict of Interest Policy

ü/ƻƳǇƭƛŀƴŎŜ ƛǎ ŜǾŜǊȅƻƴŜΩǎ ōǳǎƛƴŜǎǎΤ ƛŦ ȅƻǳ ǎŜŜ 
something- say something

üProvide accurate and truthful information

üThere is zero tolerance for retaliation for good-
faith reporting

üTake an active role in compliance education

üSafeguard DSRIP funds and DSRIP Data üHelp to ensure medically necessary and quality 
care

üEnsure proper credentials and licensure üNo exclusion from government health care 
programs

üConflicts of InterestςDeclare them, mitigate 
them, avoid them.

üProtect patient confidentiality; other business 
information

ü If you are unsure about any of these, please ask us.



ÅPPS Leads must have disciplinary policies to encourage good faith participation 
in the PPS compliance program by all affected individuals [Element 5.]

ÅRoles and responsibilities:
ïPPS Leads are responsible for disciplining their own staff. 
ïPPS Partners must comply with this requirement with respect to their staff. OMIG 
ƎǳƛŘŀƴŎŜ ǎǘŀǘŜǎ ǘƘŀǘ tt{ [ŜŀŘǎ ǎƘƻǳƭŘ άǎǳǇǇƻǊǘ ƛƳǇƭŜƳŜƴǘŀǘƛƻƴέ ƻŦ ǘƘƛǎ ŜƭŜƳŜƴǘ ōȅ 
their PPS Partners.

ïEach PPS must have a process for sanctioning or terminating participation in the PPS in 
ǘƘŜ ŜǾŜƴǘ ƻŦ ŀ tt{ tŀǊǘƴŜǊΩǎ ƴƻƴŎƻƳǇƭƛŀƴŎŜ ǿƛǘƘ tt{ ǇƻƭƛŎƛŜǎΣ ǇǊƻŎŜŘǳǊŜǎ ƻǊ ŎƻƴǘǊŀŎǘǳŀƭ 
requirements.  

See Articles VIII, IX, and X of AHI Master Participation Agreement.
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Discipline and Sanctioning



Å PPSLeadis required to develop/implementsystemfor routine identificationof compliancerisk areas[Element
6.]

Å Thisprocesswill inform auditingandmonitoringactivities.

Å Auditing is aάŦƻǊƳŀƭΣsystematicand disciplinedapproachdesignedto evaluateand improvethe effectiveness
of processesand related controls.έAn audit is usuallyconductedby an objectiveprofessionalindependentof
the processor function.

Å Monitoring is an άƻƴ-going processusually directed by managementto ensure processesare working as
intended.έMonitoring isusuallyconductedby operationspersonnelresponsiblefor the processor function.

PPSLeadsmustconductor directauditingor monitoringof their own DSRIP-relatedactivitiesand thoseof their PPS
Partners. Thismay entail reviewof books,recordsand other information madeavailableby the PPSPartnerto the
Lead. [Note to draft: maywant to cite to masterservicesagreement.] (SeealsoAnnualRiskAssessmentPolicy.)

Quotations above from 2004 white paper on the definitions of auditing and monitoring by a joint task force of the Associationof
Healthcare Internal Auditors and the Health Care Compliance Association. 
https:// www.ahia.org/assets/Uploads/pdfUpload/WhitePapers/DefiningAuditingAndMonitoring.pdf
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Risk Assessment, Auditing and Monitoring

https://www.ahia.org/assets/Uploads/pdfUpload/WhitePapers/DefiningAuditingAndMonitoring.pdf


ÅAHI PPS Lead (AHI) must have system for responding to compliance 
ƛǎǎǳŜǎ ƭƛƪŜ ǘƘŜ [ŜŀŘΩǎ ƛƴǘŜǊƴŀƭ ƳƛǎǳǎŜ ƻŦ 5{wLt ŦǳƴŘǎ ƻǊ ŀ tŀǊǘƴŜǊΩǎ ŦŀƭǎŜ 
statements made to obtain funds.  There must be a system for 
corrective action. PPS Lead must work with partners to support 
adherence to this requirement [Element 7].

ÅAHI PPS Lead will directly review or investigate issues or delegate that 
duty to the involved PPS Partner, which would then be responsible for 
reporting results back to Lead. 

See Article IV, Article VIII and Article XIII of AHI Master Participation Agreement.
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Responding to Compliance Issues



ÅThe Leadmust have policy of non-intimidation and non-retaliation and
supportPPStŀǊǘƴŜǊǎΩcompliancewith this requirement[Element8.]

ÅRolesandresponsibilities:
ïPPSLeadsareresponsiblefor ensuringnon-intimidation andnon-retaliationwith

respectto their own staff.
ïPPSPartnersmustcomplywith this requirementwith respectto their staff.
ïPPSLeadsshouldsupportimplementationof this elementby their PPSPartners.
ïEachPPSmust havea processfor sanctioningor terminatingparticipationin the

PPSin the eventof a PPStŀǊǘƴŜǊΩǎnoncompliancewith PPSpolicies,procedures
or contractualrequirements.

See Article VIII of AHI Master Participation Agreement.
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Whistleblower Policy
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Employee Whistleblower Protections (41 U.S.C. 4712)

Employers are prohibited from discharging, demoting, or otherwise
discriminating against an employee as a reprisal for disclosing, to any of the
entities listed at paragraph (B) of this subsection, information that the employee
reasonably believes is evidence of gross mismanagement of a Federal contract, a
gross waste of Federal funds, an abuse of authority relating to a Federal contract, a
substantial and specific danger to public health or safety, or a violation of law, rule, or
regulation related to a Federal contract (including the competition for or negotiation of a
contract). A reprisal is prohibited even if it is undertaken at the request of an executive
branch official, unless the request takes the form of a non-discretionary directive and is
within the authority of the executive branch official making the request.

An employee who believes that he or she has been discharged, demoted, or
otherwise discriminated against contrary to the policy in 3.908ï3 of this section
may submit a complaint with the Inspector General of the agency concerned.
Procedures for submitting fraud, waste, abuse, and whistleblower complaints are
generally accessible on agency Office of Inspector General Hotline or
Whistleblower Internet sites.
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Report DSRIP Compliance Concerns 
PPSLeadmust haveestablishedprocessof reporting complianceissuesto ComplianceOfficer, includingby
ananonymous/confidentialmethod[Element4]. If yoususpecta breachof fraud, waste,or abuseof DSRIP
funds,report it to the AHIComplianceOfficer:

Å AnonymousComplianceHotline: 844-386-2242(externally)

Å ChiefComplianceOfficer:
JeffHiscox~ 518-480-0111ext. 109or
email: ahicomplianceteam@ahihealth.org / jhiscox@ahihealth.org

Å CorporateComplianceandPrivacy/SecuritySpecialist:
AliciaSirk~518-480-0111ext. 110or
email: ahicomplianceteam@ahihealth.org / asirk@ahihealth.org

Å AHI Online Form or Mail-In Paper Form (http://www .ahihealth.org/who-we-are/contact-us/ahi-
corporate-compliance-report-form/ )

All reportsare confidentialandmaybeanonymous
**It is illegal for anyoneto retaliate againstan employeewho reportssuspectedfraud, waste,or abuse.**

mailto:ahicomplianceteam@ahihealth.org
mailto:ljameson@ahihealth.org
mailto:ahicompliance@ahihealth.org
mailto:asirk@ahihealth.org
http://www.ahihealth.org/who-we-are/contact-us/ahi-corporate-compliance-report-form/


Confidential vs. Anonymous:
ÅAnonymousmeans that you do NOT provide your name.  If you 

choose anonymous reporting, be sure to provide enough details that 
we can investigate.

ÅConfidentialmeans you provide your name, but request that we not 
disclose your identity as the reporter.  We will do our best to shield 
your identity, but cannot guarantee that it will never be known (for 
example, we could be compelled to by an external agency 
investigation or a court order).
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Confidential vs Anonymous (Element 4)
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Reporting Fraud, Waste and Abuse of DSRIP Funds
Å Workforcememberswho are awareof anyviolationsof the codeof conduct,falseclaims,or of any

other inaccuratepracticesare expected to report their concernsto the Corporate Compliance
Officer. Anyonewho makesa good faith report to their immediate supervisoror the Corporate
ComplianceOfficer, of a potential corporate complianceviolation is specificallyprotected from
retaliation.

Å Reportscan be made in person, by email [ahicomplianceteam@ahihealth.org], by online report
form, by postal mail or phone call. Written reports may be made by completing a Corporate
ComplianceReportFormandmailingit to: AHIComplianceOfficer,101RidgeStreet,GlensFalls,NY
12801.

Å Compliancereport forms maybe completedanonymouslyand training on locationof forms will be
provided to all employees,executives,interns, volunteers,and governingbody membersduring
compliancetraining. Additionally,forms will be providedto contractorsand agentsof AHIand will
bemadeavailableon!ILΩǎwebsite.
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Reporting Fraud, Waste and Abuse of DSRIP Funds (cont.)

Å Theconfidentialityof the personmakingthe report will be protectedto the fullest extent possible.
AHIprohibits retaliation or threatsof reprisalagainstanypersonwho reportsa possiblecorporate
complianceviolation. If retaliation occurs,it shouldbe reported immediatelyto the Compliance
Officer,the CEO,or the Boardof Directors.

Å AHIexpectsthat all PPSPartnerswill complywith the complianceplan, includingthe requirements
of monitoring, auditing, self-disclosure,and reporting and in assistingin the resolution of all
complianceissuesinvolvingDSRIPfunds. Any PPSPartner suspectingfraud, waste, or abuseof
DSRIPfunds is expectedto report complianceissuesat the earliestpossibleopportunity to !ILΩǎ
ChiefComplianceOfficerviaanymethodoutlined in this plan. Failureto complywith anyaspectof
the complianceplan will result in disciplinaryaction up-to and includingtermination of contract
with AHI, in accordancewith generalAHI disciplinarypolicies. Anyonewho makesa good faith
report to !ILΩǎComplianceDepartment, of a potential corporate compliance violation is
specificallyprotectedfrom retaliation.

Å In an effort to assurethat all potential complianceissuesare reported, AHI requires all PPS
Partners to also have an anti-intimidation and anti-retaliation policy in place to protect any
workforcememberof its organizationwho makesa goodfaith report to AHI.
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Differences Between Fraud, Waste and Abuse

Waste: Overutilizationof services,or other practicesthat, directly or indirectly, result in unnecessary
coststo the Medicare/MedicaidProgram. Wasteis generallynot consideredto be causedby criminally
negligentactionsbut rather the misuseof resources.

Abuse: Includes actions that may, directly or indirectly, result in unnecessarycosts to the
Medicare/MedicaidProgram. Abuseinvolvespayment for items or serviceswhen there is not legal
entitlement to that paymentand the providerhasnot knowinglyandor/intentionally misrepresented
factsto obtainpayment.

Thereare differencesbetweenfraud, waste,and abuse. Oneof the primary differencesis intent and
knowledge. Fraudrequiresthe personto havean intent to obtain paymentand the knowledgethat
their actionsare wrong. Wasteand abusemay involveobtainingan improper payment,but doesnot
requirethe sameintent andknowledge.



Roadmap For Compliance Reporting

Board of Directors

Adirondack Health Institute

Finance 
Committee

AHI 
Compliance

Compliance 
Report/Breach

Received

DSRIP Steering
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AHI Audit & 
Compliance 
Committee

DSRIP 
Compliance 
Workgroup

DSRIP Related 
follows both paths

Solely AHI Related 
follows the path to

the left.


